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I Washington, DC I New York, NY I Los Angeles, CA

February 14, 2011

VIA ECFS

Marlene Dortch
Secretary
Federal Communications Commission
445 12th Street SW
Washington, DC 20554

Re: CPNI Certification, EB 06-36

Dear Ms. Dortch:

Katherine E. Barker Marshall
Attorney

202.857.6104 DIRECT

202.857.6395 FAX

marshall.katherine@arentfox.com

On behalf of Sunesys, LLC, enclosed please find the company's annual CPNI
certification for filing in the above-referenced docket. Please contact me at (202) 857-6104 if
you have any questions regarding this filing.

Respectfully submitted,

lsi

Katherine E. Barker Marshall

Attachment

cc: Best Copy and Printing (via e-mail)

TECH/952911.1
SMART IN

1050 Connecticut Avenue, NW
Washington, DC 20036-5339
T 202.857.6000 F 202.857.6395

1675 Broadway

New York, NY 10019··.5820
T 212.484.3900 F 212.484.3990

555 West Fifth Street, 48th Fioor
Los Angeles, CA 90013-1065
T 213.629.7400 F 213.629.7401



Annual 47 C.F.R. § 64.2009(e) CPNI Certification
EB Docket No.06-36

Annual Seetion 64.2009{e} CPNI Certification for2010

Date Filed: Februaty 14, 2011

Name of companies covered by this certification:
- Sunesys, LLC(Filer No. 824934)

Name and TIde of Signatory:ALm N. Katz,Senior Vice President- BusinessDevelopment, Sunesys,
LLC

I, Alan N. Katz, certifythat I am an officer of Sunesys, LLC (the "Company"), and acting as an
agent ofthe Company, I have personallmowledge that the Companyhas established operating procedures
that are adequate to ensure compliance with the Commission's CPNI rules, 47 C.F.R§ 64.2001, etseq.

Attached to this certification is an accompanying statement explaining how the G>mpany's
procedures ensure that the Company is incompliance with the requirements set forth in Section 64.2001,
et seq. of theG>mmission's rules.

The Companydid not take anyactions (proceedings institl.lted orpetitions filedbya companyat
state coI11111issions, in the courrsystem or at the Commission) against data brokers in 2010. The company
did not receive anycustomer complaints during20lOconcemingthe urrauthorizedrelease of CPNI.

The Company does not have any infonnationoutside of theinfonnationthat is publicly available
regarding the processes thatpretexters are usingto attempt to access CPN!. The Companyhas taken steps
to protect CPN!, which are highlighted in the attached document.

The companyrepresents and w.u:rants that the above certification is consistentwith 47. C.FR
§1.17 which requires truthful and accurate statements to the Commission. Thecompanyalso
aclmowledges that false statements and misrepresentations to the Commission are punishable tmder Title
18 of the U.S. Code and rnaysubjectit to enforcement action.

SeniorVice President - Business Development
Sunesys, LLC

February 14,2011



Sunesys, LLC
StatementRegarding CustomerProprietary Network InformationOpernting Procedures

Sunesys, LLC ("Sunesys") in accordance withSection 64.2009(e), submits this statement
summarizing howthe Sunesys' operntingproceduresare.designedto ensure compliance·with the
Commission's CPNI rules. Sunesys provides darkfiber networks to commercial and non-profit entities
and to other telecommunications carriers.andmanaged wide.area network services to public school and
library systems. This statement summarizes the procedures that Stmesys has implemented to safeguard
the CPNI of its customers.

Sunesys values its customers' privacyand takes measures to protect CPNI. It is Sunesys' policy
to protect the confidentialityof its customers' information. Sunesys does not use, disclose or permit
access to its customers' CPNI except as such use,disdosure or access is permitted tmder SectioIl222 of
the Communications Act of 1934, as amended, and theCommissions implementing rules.

As necessary,. Sunesys may uses· ePNI for the permissible purposes enumerated in the Act and
the Commission's rules, including, but not limited to, initiating, rendering, billing and collecting for
telecommunications services. Sunesysmayalso use Q)NItoprotect its rights or property:

Sunesys has in place a processforverifyingitscustomers' identityduriIlg an inbound call.
Except for business customers who have specificallyauthorized release of CPNI pursuant toaprocedure
established byconrract, Sunesys.does·notrelease·call detail information during an inbound call.

Sunesys trains its personnel in the use of CPNI. Stmesy~has anexpressdisciplinatyprocess in
place for violations of Sunesys' ePNI policies.

Sunesys does notuse Q)NI to.rnatket produetSorserviees to customers outside of thecategOlyof
service to which the customer already subscribes. Sunesys does·not share CPNI with affiliates or third
parties for marketing purposes. If, in the future, Sunesys seeks to use CPNI for these purposes, it will
provide the appropriate notice to its customers and will maintain a list of customer preferences. Sunesys
also will ffi'1intain a record of any marketing campaign in accordance with the Commission's mles.

Sunesystakes reasonable measures to discover and protect against attempts to gain against
unauthorized access to (]PNI. Sunesys has practices and procedures in place to notify law enforcement,
and customers, if permitted, of a securitybreach wruchresultsintheunauthorized access to, use or
disclosure CPNI. Sunesys will maintain a record of the notificationin accordance with the Commission's
rules.

Sunesys has designated an officer, as an agent for the company, to sign and file aCPNI
compliance·certificate on an annual basis.


